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Hollywood may be worried over sexual harassment scandals these days but seven years ago, it was caught bang in the middle of a hacking scandal. Few may remember now, but a hacker spent many months taking down and controllingemail accounts of celebrities like actor Scarlett Johansson and singer Christina Aguilera. He ferreted out private photographs, copied them to a folder on his computer and released them widely online, causing acute embarrassment, outrage and pain to the victims. It was caused by a simple hack becausethe victims had been foolish enough to leave enough personal information on social media websites which the hacker used to generate passwords and enter their accounts.
This was in 2011. It is 2018

Aadhaar has got nothing to do with survelllance
or snooping. It is not a spy software or system that
reads your emails,
conversations or extracts your
financial data from banks

with surveillance or snooping. It is not a spy software or system that reads your emails, conversations or extracts your financial data from banks. It is not de signed to track an individual's movements or personal or financial transactions. Calling it a surveillance state is a deliberate scare tactic, a mischievous and malicious propaganda, one that Dr Joseph Goebbels would have been very proud of! Aadhaar also does not store any financial or personal information. It is not designed that way at all. The link ing of my bank account to Aadhaar does
not in any way give UIDAI or its officials access to my financial records. They don't know what I do in my bank account, what products I buy or what services Iuse.
The second aspect of Aadhaar, not widely discussed or widely known, is that the biometric data is not accessible through the internet. It can only bephysically accessed and even then it is difficult tolink the biometrics with aparticular individual. The UDAI system has compartmentalised data storage which would make it very difficult for a hacker
or a raider to accurately identify individuals with just one set of information. For instance, in order tolink the biometrics with an Aadhaar number, you not only need to have the Aadhaar number, but also the reference/registration number given at the time of enrollment. The job of the hacker, needless tosay, becomes very difficult.

## UIDAI Vaults

The physical-only access to biometric database is buttressed by the limited communication between the identification interface and the service provider. A
The blometric bank, which sends re data is not quest for identification accessible to UIDAIdatabase, gets accessible only ayesornoanswer. through the There is no transfer of internet. It can only be physically
accessed and
even then it is difficult to link the biometrics with a particular
individual images or data back to the service provider. Nor can the serviceprovider get full access to the image stored deep in the UIDAI vaults. Only asampleof the image is used for identification purposes while the full image is stored
in aplace without internet access.
No systemis freefrom glitchesor troubles.A big negative side effect of Aadhaar has been the tragic tales of denial of service inhospitals or of food grains to the needy. Govermments and local bodiesacrossthe countrymust work together toensure that such tragedies are not repeated. There surely must be a method to ensure that identities other than Aadhaar are used in emergency cases and that service is provided to theneedy.
Goebbels said that ifyou tell a lie bigenough and keep repeating it people will eventually come to believe it. The anti-Aadhaar crowd with its alarmist propaganda of state surveillance seems to have taken the Nazi leader's advice to heart. Time to call their bluff. ■

